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iancarecibi6 undiaunallamada

de un nimero desconocido; al

contestar, una voz la amenazé

con hacerle dafio a su madre,
por lo que decidi6 colgar y comunicarse
con sumama lo antes posible.

“Te ponen nerviosa, se hacen pasar
por un familiar. Me dijeron que tenian
a mi mama y que querian dinero. Una
sefora grit6; luego, luego, colgué y, en
cuanto corté, le llamé a mi mamd y esta-
babien, pero te hacen pasar un muy mal
momento”, narré la victima.

A pesarde todo, Bianca decidié no de-
nunciar la extorsién telefénica a la que
los delincuentes pretendian someterla
y s6lo lo dej6 pasar. Como ella, millones
de personas a nivel nacional enfrentan,
desde hacearios, esta situacién: personas
que llaman para intimidar o agredir, con
la finalidad de presionarlos para obtener
dinero de ellos.

eldato

RICARDO MONREAL informé que hay 158
millones de lineas celulares en el pais, por lo
que se determind que éstas se registrena
nombre del usuario para evitar delitos.

Laextorsion hasidouno delos delitos
de alto impacto que no han cedido en el
altimo afo, como si ha ocurrido con los
homicidios dolosos y otros ilicitos. Se-
gln los registros del Secretariado Ejecu-
tivo del Sistema Nacional de Seguridad
Publica (SESNSP), esta incidencia mues-
trauna tendenciaal alza en su forma con-
sumada. Entre enero y septiembre del
2024 seregistraron ochomil 157 victimas
de extorsi6n, mientras que en el mismo
periodo del 2025 la cifra ascendi6 a ocho
mil 585, lo que representa un incremento
dealrededor del 2.5 por ciento, de ahique
el Gobiemno federal haya impulsado una
estrategia antiextorsion, que llegé acom-
panada de unaley general para combatir
este crimen, aprobada en el Congreso a
finales del afio pasado.

Desde que inici6 este plan, si bien el
delito no ha mostrado una disminucién
significativa, el volumen de reportes de
personas que pidieron asistencia a la li-
nea 089 se duplicé. Entre el 6 de julio y
el 28 de septiembre de 2025 fueron aten-
didas 59 mil 283 llamadas relacionadas
con este delito, mientras que al cierre de
diciembre la cifra ascendi6 a 119 mil, lo
que implica que el nimero de reportes
se duplicé durante el segundo semestre
del afo, de acuerdo con informacién del
Gabinete de Seguridad.

Las autoridades informaron que, del
total de llamadas registradas en los alti-
mos seis meses de 2025, 90 mil 442 co-
rrespondieron a extorsiones no consu-
madas, 16 mil 570 a reportes de intento
de extorsion y 12 mil 852 a extorsiones
consumadas, que derivaron en la aper-
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NUEVA estrategia eleva denuncias ciu-
dadanas; sobre registro de lineas, exper-
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Promedio diario de extorsién a nivel nacional
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» ELSECRETARIADO Ejecutivo reporta que
tras la estrategia de seguridad, las denuncias
al 089 se incrementaron 85%; advierten que
deben evaluar medios satelitales y plataformas

LOSNUMEROS
digitales o némadas
noestan tan
regulados, y ahies
donde se complica
laidentificacion del
usuario”

ALONSO
SANTIAGO
Director general de
Bambi Tech

tura de investigaciones formales.

Este repunte coincide con un aumen-
to en el flujo diario de denuncias. Marce-
la Figueroa, titular del SESNSP, informé
que, tras el anuncio de la estrategia el
pasado 6 de julio, las denuncias por ex-
torsion se incrementaron 85 por ciento,
al pasarde un promedio de 349 a 647 de-
nuncias diarias a nivel nacional.

Los datos muestran unaumentoenlas
denuncias de extorsion, especialmente
en sus modalidades no consumadas. La
concentracién de reportes tras el inicio
dela estrategia federal refleja un cambio
en la disposicién de la ciudadania a utili-
zar los canales oficiales, en un delito que
tradicionalmente presenta altos niveles
de subregistro.

REGISTRO DE MOVILES. Desde el 9
de enero de 2026, México implement6
de manera obligatoria el registro de li-
neas de telefonia mévil, un mecanismo
que requiere vincular cada nimero a la
Clave Unica de Registro de Poblacién

(CURP) y a una identificacién oficial vi-
gente del titular de lalinea.

La medida, establecida por la Comi-
sién Reguladora de Telecomunicaciones
(CRT), busca disminuir la comisién de
delitos a través de llamadas y mensajes
ano6nimos, al reforzar la trazabilidad de
las lineas méviles en manos de la ciu-
dadania y ponerla en marcha justo en el
contexto de lalucha contralos delitos de
fraude y extorsién que enfrenta el pais.

Lorena, quien trabaja como depen-
diente en una tienda departamental del
Centro Histérico, ve de buena manera la
medida, pues asegura haber sido victi-
ma de intentos de fraude telefénico por
parte de personas que se hacen pasar por
clientes de laempresa parala quelabora,
para obtener mercancia o dinero.

“Estaba aqui en el trabajo, me marca-
ron y me dijeron que me iban a entregar
un paquete. Me dieron un nombre y un
folio; hay veces en las que te piden dine-
ro", relat6 la victima de fraude.

En entrevistas separadas para La
Razbn, Luis Miguel Dena Escalera, pre-
sidente de Grupo BlackIND y CEO de
Cyber Black, y Alonso Santiago, director
general de Bambui Tech Services, coinci-
dieron en que el registro puede aportar
elementos ttiles para la investigacién y

la contencion del delito, aunque advirtie-
ron que su alcance sera limitado si no se
integra a una arquitectura tecnolégica y
operativa mas amplia.

Dena Escalera explico que el registro
no debe verse como una solucion tnica.
“No hay nada que garantice que el regis-
tro sea la bala de plata que va a acabar
con la extorsién”, senalé, al recordar que
el fen6meno ha cambiado de forma sig-
nificativa en los Gltimos afios.

Indic6 que, actualmente, la extorsion
opera bajo esquemas de macro criminali-
dad, donde ya no se depende tinicamen-
te de lineas telefénicas tradicionales. “Ya
no estamos frente al escenariode alguien
que compra un teléfono y lo usa para
extorsionar; hoy hay SIM electrénicas,
llamadas por IPy plataformas digitales”.

En ese contexto, apunt6 que lalocali-
zaci6én de las comunicaciones ya no de-
pende exclusivamente de los operadores
méviles. “La trazabilidad ya no es sélo
del carrier, como en los afios noventa;
hoy depende de metadatos, plataformas
y tecnologia internacional”, sefial6.

TIENE QUE haber inhibicién en

penales, controles antifraude, in-

teligencia financiera y auditorias
técnicas”

LUIS MIGUEL DENA ESCALERA
Presidente de Grupo BlackIND

Por su parte, Alonso Santiago indic6é
que el registro puede ser funcional para
nameros emitidos por compaiias certi-
ficadas en México, pero enfrenta retos
frente animeros virtuales o internacio-
nales, que no siempre estan sujetosalos
mismos controles. “Los nimeros digita-
les 0 n6madas no estan tan regulados,
y ahi es donde se complica la identifica-
ci6n del usuario”, explicé.

Ambos especialistas coincidieron en
que el impacto del registro puede forta-
lecerse si se acompana de coordinacién
interinstitucional, atencién focalizada y
desarrollo de capacidades tecnologicas.

Dena subray6 la importancia de inte-
grar otros componentes a la estrategia:
“Tiene que haberinhibicién en penales,
controles antifraude, inteligencia finan-
ciera y auditorias técnicas”.

Por su parte, Santiago destac6 que
otro punto relevante es el resguardo
de la informacién personal que se con-
centra en el registro: “Una vez que en-
tregamos nuestros datos, la pregunta es
c6mo se administran, quién los procesa
y bajo qué protocolos”.

El especialista advirti6 que incluso
fallas técnicas temporales pueden ge-
nerar riesgos: “Aunque una exposicién
se corrija en horas, ese tiempo puede
ser suficiente para que la informacién
sea aprovechada”.

Ambos coincidieron en que el regis-
tro de lineas telefénicas es una herra-
mienta que puede contribuir al combate
ala extorsion si se integra a una estrate-
gia mas amplia, acorde con el contexto
tecnolégico actual.



